DEPARTMENT OF THE NAVY

NAVY RECRUITING DISTRICT OHIO
P.C. BOX 3990
COLUMBUS, OHIO 43218-39590

Canc frp: Aapr 15
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00
16 MAY 2014

NAVCRUITDISTOHIQO NOTICE 1320

From: Commanding Officer, Navy Recruiting District Ohio
Subj: CHECK IN/OUT PROCEDURES
Ref: {a}) NAVCRUITDISTOHIOQINST 1740.1E

Encl: (1) NRD Ohio Accounts Recquest
(2) System Authorizat'ion Access Request Navy (SAAR-N)
Form (OPNAV 5239/14 (JUL 2008))
{3) NRD Ohio Check-In Sheet
{4) NRD Ohio Sysad Checklist
(5) NRD Ohio Check-0Qut Sheet

1. Purpose. To prescribe policy and procedures to assist Navy
Recruiting District (NRD) Ohio personnel in checking in and out
of the command,

2. Scope. All military and civilian personnel assigned to NRD
Ohio will check in and out as follows:

a. Prior to Check-In: The Systems Administrator (Sysad),
will send the NRD Ohic Accounts Request and SAAR-N Form
{enclosures (1) and (2)) to all Prospective Gains (PG) via
email. For support personnel, the above information will be
sent by the PG’s sponsor.

(1) Once enclosures (1) and (2) are filled out, the
Sysad will forward a copy to Admin.

(2) Admin will include member on tickler with ETA based
or member’s PRD.

{3} The Welcome Aboard letter and Ultimate Duty
Assignment message will be sent to the PG per reference (a).

(4) Sponsors are required to contact PG within 10 days
of receiving sponsor designation. Notify Admin if contact is
not made within the prescribed time limit.

(5} The Command Trainer will ensure the PG is scheduled
for the next INDOC class.
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{(6) SYSAD will ensure computers are set up for the PG.

(7) The LSO will ensure cell phones and business cards
are ready for the PG.

b. Check-In. TUpon reporting for duty or employment to NRD
Ohio, all personnel will check in using the following process:

{1} All personnel will begin their check-in process by
obtaining a copy of enclosure (3).

(2) Sponsors will call the C0/X0’'s Secretary at (614)
693-3011 to schedule an appointment time to check in with the
CO/X0 prior to arriving at Headdquarters.

c. Reporting

(1) Monday - Friday, 0830 to 1730 - report to
Administrative Department 3990 E. Broad St., Building 10,
Section 13, Columbus, OH 43213,

(2) After duty hours, on weekends, or holidays - report
to the Command Duty Officer at (614) 565-3101 or 1-866-628-7327.

(3) Be in the appropriate Service Dress Uniform.
(4) Documents to bring:

(a) Stamped copies of orders

(b) Military ID (CAC)

(¢) Transfer eval or Extension Letter from previous
command, Performance Information Memorandum, all course
completion certificates, LOC (if applicable} from Navy
Recruiting Orientation Unit (NORU), and Page 2.

{(d) Government Credit Card

(e) Account information for Direct Deposit

{f) Lodging receipts with zero balance from NORU

(g) Cyber Awareness Challenge Certificate
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{5) SYSAD will use enclosure (4) for all personnel
checking in and ensure the checklist is complete prior to the
member leaving HQ.

{6) Check-in with Supply to:

(a) Renew/apply for Government Credit Caxd

() Receive cell phone

{c} Enter House Hunting into DTS {if applicable)
{7) Check-in with the CFL to be entered into PRIMS

(8) Check-in with the Mobilization/Health Benefits
Coordinator to:

(a) Obtain Tricare information
(b) Complete PDHRA (if applicable)

d. Check-0Out. Upon transfer, discharge, retirement, or
termination of employment, all persomnnel will begin their check-
out process by obtaining a copy of enclosure (5). Military
personnel will call the CO/X0Q’s Secretary to schedule an
appointment time to check out with the CO/X0 prior to arriving
at HQ (after the transfer package is signed by the CO).

e. The check-in or check-out sheet will be completed in
full and returned to the Officer Production Admin Assistant for
Officers and Officer Recruiters and to the Enlisted Admin
Assistant for all other military personnel.

f. Admin will:

(1) Route paperwork for Recruiting Ribbon
(2} Update the NRD Ohio Command Database
(3) Update PSR

3. Applicability. This policy is applicable to all NRD Ohio
persomnmel .,
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4. Cancellation contingency. This notice is canceled upon
reissue of a superseding notice of the same subject.

JOHN L. NGUYEN

Distribution:
Electronic only, via
http://www.cnrc.navy.mil/Ohio/Latest~Info.htm
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NRD Ohio Accounts Request

[To set up your accounts in NMCI, Rtools, NASIS/JPAS the following information is required:]

Date of Request {mm/dd/yy):

DOB (dd-mmm-yy):

Rate/Rank:
First Name:
Middle Name:
Last Name: Suffix (Jr. Sr. §, I, III):
EDIPI Number (10 digits):
SSN (no dashes): (required for NASIS/JPAS)
NRS Assigned to: RSID: PSI:
Address:
City: State: Zip:
Leading Petty Officer: LPO Email:
Office Phone: Office Fax:
Cell Phone (optional):
Division Assigned: Division Officer: DivOff email:
Division LCPO: Div LCPO email:
Your Role: Recruiter Leading Petty Officer Division LCPO Division Officer
Prior Service Recruiter Nuke Recruiter ACR CR HQ Staff

Last Duty Station:

Address:

City: State: Zip:

Admin Phone Number:

Best email to reach you until you report onboard:

Have you ever had a NMCI (@navy.mil) email account? NO YES @navy.mil

Have you completed this fiscal year’s Annual Information Awareness Training? Date (YYYYMMDD)

Note: Your NMCI Account cannot be activated until SYSAD is in receipt of DOD-TA Certificate.
fax this form back with your DOD IA certificate to (614) 693-3029, atin: SYSAD or
email as attachment(s) to ronaldl.davisl @navy.mil

TO BE FILLED OUT BY SYSAD ONLY

NET user ID: Email Sent to CNRC POC? Date?
NET profile ID: NO  YES Time?
NET NIPR account ID: Completed?
NASIS/JPAS: uwn: SREF Logical Move Required? Ticket #7

pw: NO  YES Date?

Completed?

Web Rtools ticket #: Web Otools ticket #: Cirims ticket #:
Date/Time Submitted? Date/Time Submitted? Date/Time Submitted?

Enclosure (1)
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SYSTEM AUTHORIZATION ACCESS REQUEST NAVY (SAAR-N)

AUTHORITY:

PRIVACY ACT STATEMENT

mantatred in paper form.

Executive Order 10450, 5397, and Public Law 99-474, the Computer Fraud and Abuse Act.
PRINCIPAL PURPOSE: To record names, signatures, and Sodal Security Numbers for the purpose of validating the trustworthiness of
Individuals requesting access {o Department of Defense {(DeD) systems and information. NOTE: Records will be

ROUTINE USES: None.
DISCLGSURE : Disclosure of this information is voluntary, however, failure fo provida the requested information may impede, detay or
prevent further processing of this request.
TYPE OF REQUEST DATE (YYYYMMDD)
[:| initial D Muodification |:| DEACTIVATE [:] USERID

SYSTEM NAME (i.e., NMCH, IT21, OneNET, elc}

LOCATION {Physical Location of System)

PART ! {To be completed by Requester)

1. NAME (Last, First, Middle Initial)

2 SOCIAL SECURITY NUMBER (LAST FOUR)

3. ORGANIZATION

4. OFFICE SYMBOL/DEPARTMENT

DSN:

5. PHONE (DSN and Commercial)

COM:

6. OFFICIAL E-MAIL ADDRESS

7. JOB TITLE AND GRADERRANK

8. OFFICIAL MAILING ADDRESS

9. CITIZENSHIP
[Jus []en [(] Mititary
[] other [] Civitian

10. DESIGNATION OF PERSON

[] contractor

11. JA TRAINING AND AWARENESS CERTIFICATION REQUIREMENTS {Complele as required for user or funclional level access.)

D 1 have completed Arnual Information Awareness Training.

DATE (YYYYMMDD)

12. USER SIGNATURE

13. DATE (YYYYMMDD)

PART Il - ENDORSEMENT OF ACCESS BY INFORMATION OWNER, USER SUPERVISOR OR GOVERNMENT SPONSOR (If an individual

is a contraclor - provide company name, conlract number, and dale of contract expiration in Block 17a).

[ 4. JUSTIFICATION FOR ACCESS

15. TYPE OF ACCESS REQUIRED:
[ ] AUTHORIZED

(] PRIVILEGED

16. USER REQUIRES ACCESS TO:

[] UNCLASSIFIED || CLASSIFIED {Specily Category):

[[] OTHER:

17. VERIFICATION OF NEED TO KNOW

I certify that this user requires access as requested. |

17a. ACCESS EXPIRATION DATE {Contracfors must specify Company

Name, Conlract Number, Expiration Date.

18. SUPERVISOR'S NAME (Frint Name)

18a. SU

19. SUPERVISOR'S ORGANIZATIONDEFARTMENT

18a. SUPERVISOR'S E-MAIL ADDRESS

ERVISOR'S SIGNATURE

18b. DATE {YYYYMMDD)

195, PHONE NUMBER

20. SIGNATURE OF INFORMATION OWNER/OPR

21. SIGNATURE OF IAO OR APPOINTEE

22, ORGANIZATIGN/DEPARTMENT

20a. PHONE NUMBER

20b. DATE (YYYYMMDD)

23. PHONE NUMBER

24. DATE (YYYYMMDD)

OPNAY 5239114 (JUL 2008)

For Official Lise Only

Page 1 of 4
Enclosure (2)



25. NAME (Las!, Ff’rst, Middle fm'Eaa‘) ) 28a. SOCIAL SECURITY NUMBER {LAST FGURY)

S
26. USER AGREEMENT - STANDARD MANDATORY NOTICE AND CONSENT PROVISION
By signing this document, you acknowledge and consent that when you access Department of Defense {DoD) information systems:

~ You are accessing a U.5. Govemmant {USG) information system (15) {which incdudes any device atiached to this infermation system) that
is provided for 1.5, Govemment-authorized use only.

- You consent o the lollowing conditions:

o
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The 11.5. Govemment routinely intercepts and monitors communications on this information system for purposes including, bet
not limited to, penefration testing, communications security (COMSEC) monitoring, network operations and defense, personnel
misconduct {PM), law enforcement (LE) and counterintelligence (CH investigations.

At any fime, the U.5. Govemment may inspect and seize data stored on this infermation system.

Communications using, ar data stored on, this information system are not private, are subject to reutine monitoring, interception, and
search, and may be disdosed or used for any U.5. Govemment-authorized purpose.
Fhis infermation system includes secunty measures (e.g., authentication and access controls) to prolect U.S. Govemment interests—
not for your personal benefit or privacy.
Notwithstanding the above, using an informmation system does not constitute consent to personnel misconduct, law enforcement, or
counterintetiigence investigative searching or monitering of the content of privileged communications or data {including work product)
that are related {o personal representation or services by aftomeys, psychotherapists, or clergy, and their assistants. Under thase
c:n:umstances such communications and work product are privata and confidential, as further explained below:
Noﬂung in this User Agreement shall be interpretad to limit the user's consent fo, or in any other way restrict or affect, any
U.5. Govemment actions for purposes of nelwork administration, operation, protection, or defensa, or for communications
security. This includes alf communications and data on an information system, regardless of any app!icatlla privilege or
confidentiality.

- Theuser cor[rytsents to interception/capture and seizure of ALL communications and data for any autherized purpose (induding
persennsl misconduct, law enforcement, or counterinteliigence invastigation). However, consent o intercepéion/capture of
seizure of communications and data is not consent to the usa of privileged communications or data for personnel misconduct,
law enforcement, or counterintefligence investigation against any party and does nol negate any applicable privilege or
confidentiality that otfterwise applies.

- Whether any parficular communication or data qualiftes far the protectien of a privitege, or is covered by a duty of
confidentiality, s detenmined in accordance with established legal standards ard DoD palicy. Users are sirongly encouraged
lo seek personal legal counsel on such matters prior to using an information system if the user intends {o rely en the
pratections of a privilege or confidentiality.

- Users should take reasonable steps o identify such communications or data that the user asserts are prolected by any such
privilege or confidentiality. However, the user's idenlificadion or assertion of a privilege or confidentiality is not sufficient to
create such prolection where none exists under established legal standards and DoD policy.

- Ausers failure to take reasonable steps ta identify such communications or data as privileged or confidential does not waive
the privilege or confidentiality if such pratections otherwise exist under established legal standards and DoD policy. Howover,
in such cases the U.5. Government is authorized fo take reasonable actions to identify such communication or data as being

subject to a privilege or cmﬁdentlallgre and such actions do not negate any applicable privilege or confidentiality.
- These condilions preserve the confidentiality of the communication or data, and the legal protections regarding the use and

disclosure of privileged information, and thus such communications and data are private and confidential. Further, the U.5.
Govemment shall take all reasonable measures to pratect the content of captured/setzed privileged communications and data
to ensure they are appropriately protected.
In cases when the user has consented to content searching or monitoring of communications or data for personnel misconduct, law
enforcement, or counterintelligence investigative searching, (i.e., for all communications and data other than privileged
communications or data that are refated to personal representation or services by aitomeys, psychotherapists, or clergy, and their
assistanis}, the U.S. Govemment may, sclely at its discretion and in accordance with DoD policy, €lect o apply a privilege or other
restriction on the U.S. Govemment's othenvise-authorized use or disclosure of such information.
All of the above conditions apply regardiess of whether the access or use of an infosmation system includes the display of a Nolice
and Consent Banner ("banner™). When a banner is used, the banner functions to remind the user of the conditions that are set forth in
this User Agreement, regardiess of whether the banner describes these conditions in full detail or provides a summary of such
conditicns, and regardless of whether the banner expressly references this User Agreement.

27_USER SIGNATURE 28. DATE (YYYYMMDD)

OPNAY 5239/14 {JUL 2008) For Official Use Only Page 2 of 4

Enclosure (2)
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28. NAME {Lastl, First, Middla Initial) 29a, SOCIAL SECURITY NUMBER {LAST FOUR}

e
30. USER RESPONSIBILITIES

I understand that to ensure the Integrity, safety and security of Navy IT resources, when using those resourcas, | shall:

- Safeguard information and infoamation systems from unawtharized or inadvestent modification, disclosure, destruction, of use.

- Protect Controlled Unclassitied Information {CU) and classified information to prevent unauthorized access, compromiss, tampering, or
exploitation of the information.

- Protect passwords for systems requiring logon authentication and safeguard passwords at the sensitivity level of the system for classified
systems and at the confidentiality level for unclassified systems. Passwords will be classified at the highest level of information processed on
that system.

- Virus check all information, programs, and other files prior to uploading onto any Navy IT resoutce.

- Repoit all securily intidents immediately in accordance with jocal procedures and CJCSM 6510.01 {series).

- Access only that dala, controf information, softwars, hardware, and firrmware for which | am authorized access and have a need-io-know, and
assume only those roles and privileges for which | am authorized.

| further understand that, when using Navy IT resources, | shall not:

- Access commercial web-basaed e-mail {o.9. HOTMAIL, YAHOO!, AOL, eic)

- Auto-forward official e-mail lo a commercial e-mail account

- Bypass, strain, ortest 1A mechanisms (e.g., Firewslls, content filters, anfi-virus programs, etc ). If 1A mechanisms must be bypassed, I shall
coordinate the procedure and receive writien approval from the Local 1A Authority {CO or QIC).

- Infroduce or use unaulhorized software, firnware, or hardware on any Navy IT resouree.

- Relocate or change equipment or the network connectivity of equipment without authorization from my Local 1A Authority.

- Use personally owned hardware, software, sharewars, or public domain software without authorization from the Local 1A Authority.

- Upload executable fles {e.q., .exe, .com, wbs, or .bat} onto Navy [T resources without the approval of the Local 1A Authority.

- Participate in or confribute to any activity resulling in a disruption or denial of service.

- Wate, code, compile, store, transmit, transfer, or introduce malicious software, pregrams, or code.

- Put Navy IT resources to uses that would reflect adversely on the Navy (such as uses involving pomography; chain letters; unofficial
adverfising, saliciling or selling except on authorized bufletin boards established for such use; violation of statute or regutation;
inappropriately handied classified informalion; and other uses that are incompatible with public service).

31. USER SIGNATURE 32. DATE

PART lll - SECURITY MANAGER VALIDATES THE BACKGROUND INVESTIGATION OR CLEARANCE INFORMATION
33. TYPE OF INVESTIGATION 33a. DATE OF INVESTIGATION (YYYYMMDD)

33c. {T LEVEL DESIGNATION

[} LEVEL 1 []LEVEL2

35. SECURITY MANAGER | 36. SECURITY MANAGER SIGNATURE
TELEPHONE NUMBER

33b. CLEARANCE LEVEL
[ J LEVEL3
37. DATE (YYYYMMOD)

34. VERIFIED BY (Print name)

PART IV - COMPLETION BY AUTHORIZED STAFF PREPARING ACCOUNT INFORMATION
38. TIFLE: 38a. SYSTEM

38b. ACCOUNT CODE

38c. DOMAIN

38d. SERVER

38e. APPLICATION

38f. DIRECTORIES

38g. FILES

38h. DATASETS

39 DATE PROCESSED  (YYYYMMOD)

39b. PROCESSED BY {Frint name and sigrn}

38c. DATE {rrryMuOD)

0. DATE REVALIDATED (rryvamnn)

40z. REVALIDATED {Prinf name and sign}

40b. DATE {yrrymmon}

- OPNAV 5239/14 (JUL 2008}

For Official Use Only
3
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INSTRUCTIONS

A. PART I: The following information is provided by the user when
establishing
or modifying their USER 1D.

{1} Name. The iast name, first name, and middie initial of the user.

(2) Social Security Number. The last four numbers in the social security
number of the user.

{3) Organization. The user's current organization (i.e., USS xoq DoD, and
govemment agency or commercial firm).

{4} Office Symbol/Department. The office symbol within the current
organization {i.e., SDI).

{5) Telephone Number/DSN. The Defense Switching Network (DSN) and
commercial piiona number of the user.

{6) Official E-mail Address. The user's official o-mait address.

{7} Job Title/Grade/Rank. The civilian job tille {i.e., Systems Analyst, YA-02,
military rank {CAPT, United States Navy) or "CONT™ if useris a
contractor.

{8) Official Mailing Address. The user's official mailing address.

{9) Citizenship (U.S., Foreign National or Other).

{10} Designation of Person {Military, Civilian, Contractor).

{11} 1A Training and Awareness Cerlification Requirements. User must
indicate if hefshe has completed the Annual Infommation Awareness
Training and the date.

{12) User's Signature. User must sign the OPNAV 5239/14 with the
understanding that they are responsible and accountable for their
password and access to the system(s).

{13) Dale. The date the user signs the form.

8. PART !i: The information below requires the endorsement from the user's
Supervisor or the Government Sponsor.

(14) Justification for Access. A brief statement is required to justily
establishment of an initial USER |D. Provide appropriate information
ifthe LUSER 1D or access to the cument USER I} is madified.

{15) Type of Access Required: Place an "X” in the appropriate box.
{Authorized - Individual with nonmal access. Privileged - Those with
pitvilage lo amend or change system configuration, parameters
or settings.)

{16) User Requires Access To. Place an "X" in the appropriate box.
Specily categary.

{17) Verification of Need fo Know. To veniy thal the user requires access

as requested.
{17a) Expirafion Date for Access. The user must spedfy expiration date if
lass than 1 year.

{18) Supervisor's Name (Print Name). The supervisor of representative
prints hisfher name to indicate that the above information has been
verified and that access is required,

{18a) Supervisor's Signature. Supervisor's signature is required by the
endorser of his/her representative.
(18b) Date. Date supervisor signs the form.

{19) Supesvisor's Qrganization/Department. Supervisor's organizetion
antt department.

{19a) E-mail Address. Supervisor's e-mail address.
{19b) Phone Number. Supervisor's telephone number.

{20) Signature of Information Owner/OPR. Signature of the functional
appaintes responsible for approving access to the system being
requested.

(20a) Phone Number. Functional appoiniee telephone number.
{20b} Date. The date the funclional appointee signs the OPNAV 5238/14,

OPNAV 5239/14 (JUL 2008)
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{21} Signature of Information Assurance Officer (IAQ) or Appointes.
Signature of the IAQ or Appointee of the office responsible for
approving access fo

the system being requested.

(22) Organization/Department. IAQ's organization and depariment.

{23) Phone Number. IAO’s telephone number.

{24) Date.The date |1AO signs lha OPNAY 523914,

{25) Name. Tha last name, first name, and middle inifial of the user.

{25a) Social Secunty Number. The last four numbers in the user's sodal
secuiity number.

{26) Standard Mandatory Notice and Consent Provision. This item is

in accordance with DoD memo dtd May 9, 2008 (Policy on Use of DoD
tnformation Systems - Standard Consent Banner and User Agreement.

{27) User Signature. User signs.

(28) Date. Date signed.

{29) Nama. The last name, first, name and middle initial of the user.

{29a) Sociat Security Number. The last four numbers in the social security
number of the user.

{30) User Responsibilities

{31) User Signature. Member signs.

(32) Date. Bata signed.

C. PART ili: Cerlification of Background Investigation or Clearance.

' {33) Type of Investigation. The user’s last type of background investigation

{i.e., NAC, NACI or SS8I).

{33a) Date of Investigation. Date of last investigafion.

{33b) Clearance Level. The user's cument security clearance level
{Secret or Top Secret}.

{33c) IT Level Designation. The user's IT designation
{Level |, Levet !l or Lavel Ei}.

(34) Verified By. The Secusity Manager of representative prints hisfher
nam# to indicate that the above clearance and invastigation
information has been verified. _

{35) Secunty Manager Tefephone Number. The telephone number of tha
Secusity Manager or his/her representative.

{36) Securily Manager Signature, The Security Manager or hisfher
representative indicales that the above clearance and investigation
information has been verified.

{37) Date. The date that the form was signed by the Security Manager or
hisfher representative.

D. PART iV: This information is site specific and can be customized by
either the functiona) activity or the customer with approval from
NAVNETWARCOM. This information will spedfically iderdify the access
required by the user.

{38 - 40b). Fill in appropriate information.

E. DISPOSITION OF FORM:

TRANSMISSION: Form may be electronically transmitted, faxed or mailed.
If transmitted electrenically, the email must be digitally signed and encrypted.

FILING: Retsniion of this form shall be in accordance with SECNAV M5210-1,
Records Management Manual {(Section 5230.2 applies).

Page 4 of 4
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NRD OHIO CHECK-IN SHEET
NAME.: RATE/RANK:
DATE REPORTED: STATION ASSIGNED:
co: DATE:
X0 DATE:
CMC: DATE:
QOPSO: DATE;:
CR: _ DATE: DEPCO:;
E/OACR: . DATE: NDAWS/AWARDS
STATS: ___ DAIE ENTERED IN STATS AND PRIDE: ___
JPAS COORD: . DATE: JPAS ACCESS: ______
URINALYSIS: ______ DATE: ENTEREDINSYS: ___ SAMPLE COLL:
PAG:  ____ DATE PICTURE TAKEN: ___ HOMETOWN REL:_"
LEADS/MAO: ____ DATE: €ec:
CFL: . DATE: GAINED IN PRIMS:
ESS: . DATE: MENTOR PROGAM:_.
SECUR MGR: DATE: GAINED IN PSR:
SUPPLY DATE: PHONE NUMBER:
CELL PHONE:
GOVT CC:
VEH COORD:
GLH:
DTS:
BUS CARDS
MRI INPUT
SYSAD DATE:
COMPUTER AKO/DKO/MILSUITE: ____ MRL____
SAAR FORM DCO:
IA CERT NKO: ____
cT DATE:
INDOC DATE
RDB DATE
MOB/HEALTH BENEFITS COORD
TRICARE: DATE:
PDHRA (if applicable): DATE:
ADMIN DATE: FAMILY CARE PLAN:

RETURN TO ADMIN UPON COMPLETION

Enclosure (3)
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NRD OHIC SYSAD CHECKLIST

User Name:

INITIAL DATE

1. NRD Ohio Account Request Form
2. SAAR-N Form
3. Custody Card
4. MACH# or BC (buildeout)#
5. R-Tools/QD/Cirms
6. NET Profile
7. Self Service Acct. (Pass codes)
8. Portal
9. E-mail

a. Milconnect Guide

b. Publish Cert’s to GAL

c. DISaA
10, XLs
11. Laptop NET

12. 3G

Enclosure (4)
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NRD OHIO CHECK-OUTSHEET

NAME: RATE/RANK:

CHECK-OUT DATE: SEPARATION DATE: N/A

TRANSFERRED TO:

CO: DATE:

X0 DATE:

CMC: DATE: _ |

OPSO: . DATE: _ TRAINING:

CR: DATE: __ EDSPEC;_

E/OACR: _ DATE: DEPCO: | |
STATS: _ _ DATE: TAKEN OUT OF STATS AND PRIDE: ____
DEPCO: . DATE: ___ ' DEP TURNOVER COMPLETE: ___ |
IPAS COORD: _ o DATE: - .~ TRANSFERREDIN IPAS: ___

PFA COORD: _ - DATE: TRANSFERRED IN PRIMS: ___
URINALYSIS: DATE: TRANSEERRED OUT OF COMMAND: ___
SUPPLY' DATE: " | '
CELL PHONE: :

GOVTCC: - ACCT DEACTIVATED:

VEH COORD: :

GLH: | _

DTS: DETACHED IN DTS:

SYSAD DATE: COMPUTER RETURNED (no issues): .

ACCOUNTS CLOSED (WEBTOOLS/CIRIMS/ETC.):

ADMIN ' ~ DATE: CHECKLIST COMPLETE:

*FORWARDING ADDRESS

Phone: ( )

*ALL MAIL WILL BE FORWARDED 'TO THE ADDRESS PROVIDED FOR A PERIOD OF SIX
MONTHS. AFTER THAT TIME PERIOD, ALL MAIL WILL BE RETURNED TO SENDER.

UPON COMPLETION, RETURN TO ADMIN

Enclosure (5)



